**Consent Declaration to Data Processing in Connection with an Application for Employment[[1]](#footnote-1)**

Undersigned: ...............................................................................

address: ...............................................................................

place and date of birth: ...............................................................................

as the data subject (hereinafter referred to as **data subject**),

**by signing the present declaration, hereby explicitly consent to the data controller –**

Eötvös Loránd University (1053 Budapest, Egyetem tér 1-3.),

persons and administrative bodies evaluating the application

**– processing my personal data made available for with the application for the purposes of the evaluation of the application for employment.**

I hereby acknowledge that the legal basis for data processing is my consent under Article 6 (1) a) of GDPR,[[2]](#footnote-2) as well as my explicit consent under Article 9 (2) a) of GDPR with regards to special categories of personal data.[[3]](#footnote-3)

I acknowledge that no data processor is engaged.

I acknowledge that I have the right to withdraw my consent at any time. The withdrawal of consent shall not affect the lawfulness of processing based on consent before its withdrawal.

**Duration of the processing:** until the end of the evaluation or prior withdrawal of consent.

**I received the following notice:**

The data controller (see above) processes personal data. **Personal data** is any information by which the data subject can be identified. Thus, personal data is not only the name and identifier of the data subject, but also knowledge of his or her physical, mental, etc. identity.[[4]](#footnote-4)

According to the applicable terms and conditions under Chapter III of GDPR (Rights of the data subject) **the data subject is entitled to (For details of these rights, see the Annex** to the Privacy Notice available at <https://www.elte.hu/allaspalyazatok>):

**The rights of the data subject:**

1. **Transparent information, communication and modalities for the exercise of the rights of the data subject** – In this privacy notice the controller provides information about the circumstances of data processing, e.g. data controller, purposes, legal basis and duration of data processing, enforceable data subject rights, complaint procedures and available legal remedies for data subjects;
2. **Right of access by the data subject** – You have the right to obtain from the controller confirmation as to whether or not personal data concerning you are being processed, the controller shall provide complete information and a copy of the personal data undergoing processing;
3. **Right to rectification** – You have the right to obtain from the controller the rectification of inaccurate personal data concerning you and you also have the right to have incomplete personal data completed;
4. **Right to erasure (‘right to be forgotten’)** – You can ask for the controller the erasure of your personal data;
5. **Right to restriction of processing** – If you ask, your personal data can’t be processed with the exception of storage;
6. **Notification obligation regarding rectification or erasure of personal data or restriction of processing** – We inform you about the recipients referred to GDPR under the conditions set out in the GDPR;
7. **Right to data portability** (if the controller processes your data on the basis of your consent/contract
and the processing is carried out by automated means) – You have the right to receive your personal data, which you have provided to a controller, in a structured, commonly used and machine-readable format and you have the right to transmit those data to another controller;
8. **Right to object** – you can object, at any time to processing of your personal data if the processing is based on a legitimate interest pursued by the controller or by a third party or the processing is necessary for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller;
9. **The right not to be subject to a decision based solely on automated processing, including profiling** – Tell us, if you are concerned! This right is not relevant if this privacy notice does not contain information about automated decision-making.
10. **The right to legal remedy** – In the case of breach of your rights, you can turn to the data protection officer, to the National Authority for Data Protection and Freedom of Information or you can sue in court.

**Data protection officer of the University:**

Data Protection Office

1053 Budapest, Ferenciek tere 6.

Tel.: +3614116500/2855

Email: dataprotection@elte.hu

**National Authority for Data Protection and Freedom of Information**

1363 Budapest, Pf. 9.

[www.naih.hu](http://www.naih.hu)

Tel.: +36-1-391-1400

**The court:**

You can sue for a claim according to your place of residence.

**I declare that this consent has been given voluntarily by me.**

Date:

 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 Signature of the Data Subject

1. Pursuant to Section 20/A Subsection (5) of Hungary’s Act XXXIII of 1992 on Public Employment. [↑](#footnote-ref-1)
2. **Regulation (Eu) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (Text with EEA relevance)** [↑](#footnote-ref-2)
3. Special categories of personal data: Article 9 1. GDPR: Processing of personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or trade union membership, and the processing of genetic data, biometric data for the purpose of uniquely identifying a natural person, data concerning health or data concerning a natural person's sex life or sexual orientation shall be prohibited. [↑](#footnote-ref-3)
4. **personal data**: Article (4) 1. GDPR: ‘personal data’ means any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person; [↑](#footnote-ref-4)